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Essential Digital Security Solutions for GDPR

www.thebunker.net
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Introduction to The Bunker

www.thebunker.net

• The Bunker is a mature business with a prestigious base of long-standing clients and a 

reputation for great service and sensible IT. Founded in 1994 by experts in security, 

Cryptography and Open Source; in 2004 a new management team took over the business

• The Bunker is a highly technical, service led business delivering mission critical Managed 

Hosting, Cloud Infrastructure and Data Storage solutions from within the UK’s most 

secure data centres

• Our customers need and value security

• 62% of our revenues come from Fintech

• 70% Managed Cloud Services



3

Newbury BunkerAsh Bunker

• Former MoD UK Air Defence Command 

Control Centre

• 22 kiloton thermo Nuclear Bomb Proof

• Security controlled barbed 

wire fenced perimeter

• Former USAF Nuclear Command 

and Control Centre

• Withstand an air busting  nuclear 

explosion or a direct hit from a 2,500lb 

(1,100 kg) conventional bomb

Outside high risk metropolitan zones

Industry leading M&E = Green credentials and PUE

All visitors escorted by fully trained security professionals

www.thebunker.net
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What we believe – Our Philosophy

www.thebunker.net

“Information Security should enable 

businesses to be more competitive, 

manage risk, protect brand and allow 

innovation in a controlled manner”
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Security Tools for GDPR

www.thebunker.net

GDPR
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Discover

www.thebunker.net

• Many, if not most organisations will struggle to identify where Personal 

Information (PI) is stored

• Technology exists that identifies where PI is located across huge volumes of 

unstructured data

• This also allows organisations to see who can and who has accessed the data 

and put rules in place to ensure only those that need access to PI have it. A key 

point in GDPR
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Protect

www.thebunker.net

• Encryption, data firewalling and data loss prevention tools that protect PI from being 

viewed

• Alert or block exfiltration

• PI is removed from an organisation rendering it useless in encrypted format
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Report

www.thebunker.net

• Compliance reporting for IT infrastructure, networks, storage, operating systems 

and applications

• Automated scanning, reporting and remediation to ensure known vulnerabilities are 

always being patched

• Ensuring the Data Protection Officer (DPO) can report on this status to the board of 

directors simply and easily
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Awareness

www.thebunker.net

• A key organisational measure will be to prove a robust approach to security 

awareness training

• Enable organisations to develop their awareness programmes

• The ability to report and demonstrate an improved security posture
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Thank you

www.thebunker.net

Contact The Bunker:

Greg McVey
Head of Business Development

Greg.Mcvey@thebunker.net
DDI: 01304 814862
M: 07875 027961
www.thebunker.net


